






























Advisory Board for Cyber (EABC) in Australia and would be happy to assist the government. The EABC is 
comprised of 39 executives from across industry and some government agencies.

• Establish a clear and concise federal government charter of responsibilities to define what, when and
where government responsibility will start and end and where the commercial sector will step in.

• Clear remit for government funded entities established. AusCyber, ANAO, ACSC, AusCERT. Ensure that
overlap is reduced and efficiencies are achieved. Remove commercial conflicts between the ACSC and 
industry.

• With the recent growth in Australian security agencies’ reliance on cyber capabilities and drones,
Australia should develop better means to secure algorithmic fairness and data integrity, as well as to 
ensure that these new methods are communicated properly to the public. The impact of these new 
cyber capabilities on civil-military relations should also be further considered.

• Cyber is now of such critical importance that it should receive the same consideration by governments
as other risk area where appropriate regulations apply, such as workplace health and safety, 
corporation’s law and trade practices

• Every company, institution and level of government should have a security strategy. To achieve this the
government needs to develop toolkits and templates organisations can use and adopt to uplift their 
security posture to defined levels.
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Fadi AlJafari - Information Security & Risk Manager, eSolutions
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Simon Galbally – Chief Marketing Officer, Senetas
Ben Parkinson – Chief Information Security Advisor - Federal Government, SecureWorx
Scott Handsaker - Chief Executive Officer, CyRise
Adam Hergert - Executive Security Consultant
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