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Encryption impacts at least nine out of every ten of ASIO’s priority cases.

What 1s stopping these terrorists/pedos/organised criminals creating their own application
that bypasses your bill and can not be effected by the bill? Does this not weaken the
security of Australian citizens both at the government level and civilian level for no gain?

Also, what happens if your backdoor causes my data to be leaked? Who is responsible?
Will the Australian government fix any damage done to any civilian caused by a
backdoor? Does the Australian government take responsibility for forcing an insecure type
of encryption to be in use?

Will my data be protected by a warrant? Will my data only be accessed if a warrant was
requested? Will I get notified by anyone that my data is being accessed?

Please answer ALL questions.

Regards
Luke

Best regards,

Luke Clarke
Business Services Officer
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