






































TALKING POINTS 
Subject TIA Act Annual Report 
Date 23 July 2019 
Type Agency 
Media Officer: Media Ph: 

ISSUE 

[From Jacob McMahon] The Secretary would like to see evidence that outlines how the tabling of 
the TIA Annual report is historically always late (including reasons why). Can you please craft up a 
para or two that we can use in his opening statement for estimates. It will need to outline that AGD 
too have always tabled the report a year or so late, meaning that the delay is not a result of the 
function now being in Home Affairs. 

TALKING POINTS UNCLASSIFIED 

• The Telecommunications (Interception and Access) Act 1979 (TIA Act) annual report sets
out information relating to the interception of communications, access to stored
communications, Journalist Information Warrants and the number of authorisations made
by enforcement agencies for the disclosure of telecommunications data.

• The report requires the preparation of complex data in consultation with over 20 agencies in
every jurisdiction in Australia.

• The report has been a statutory requirement for a number of years, dating back to when
responsibility for the TIA Act sat within the Attorney-General’s Department.  Two annual
reports have been issued since the creation of the Department of Home Affairs in
December 2017.

• The TIA Act annual reports for the last five years [from 2013/14 to 2017/18] were tabled in
Parliament on average 11 months after the financial year to which the data relates.

• The Department provided a statement to the Minister, tabled in Parliament, explaining the
delay in preparing the 2017/18 report. Even though the Department provided the report to
the Minister late, the report was tabled on the 15th sitting day after the report should have
been provided to the Minister (23 July 2019). The statutory timeframe for tabling of the
report was met.

• The Department will work to provide future reports to the Minister within statutory
timeframes.
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TALKING POINTS 
Subject Tabling of the Telecommunications (Interception and Access) Act 1979 Annual 

Report 2017-18 and the Surveillance Devices Act 2004 Annual Report 2017-18 
Date 22 July 2019 
Type Ministerial 
Media Officer:  Media Ph:  

ISSUE 

The Telecommunications (Interception and Access) Act 1979 Annual Report 2017-18 and 
Surveillance Devices Act 2004 Annual Report 2017-18 is scheduled to be tabled on 23 July 2019, 
having been approved by the Minister. The reports are being tabled over a year after the end of the 
2017-18 reporting period.. This has provoked criticism in the media and from industry. Previous 
annual reports have also been tabled over a year after the end of the reporting period. 

TALKING POINTS UNCLASSIFIED 

• The Telecommunications (Interception and Access) Act 1979 Annual Report 2017-18 and
Surveillance Devices Act 2004 Annual Report 2017-18 have been tabled and are published
for public scrutiny.

• These reports are part of the Government’s ongoing commitment to transparency and
accountability.

Telecommunications (Interception and Access) Act 1979 Annual Report 2017-18 

• The Telecommunications (Interception and Access) Act 1979 (TIA Act) protects the privacy
of Australian citizens by prohibiting the interception of communications and access to
stored communications.

o The Telecommunications Act 1997 also prohibits the disclosure of
telecommunications data.

• The TIA Act provides important exceptions for law enforcement, integrity and security
agencies to access information held by communication providers to investigate criminal
offences and threats to safety and security.

• The TIA Act annual report sets out information relating to the interception of
communications, access to stored communications, and the number of authorisations made
by enforcement agencies for the disclosure of telecommunications data.

• The utility of these powers is underlined by the fact that in 2017-18 the use of interception
contributed to 2,429 arrests, 5,415 prosecutions, and 3,516 convictions.

o Access to stored communications resulted in 412 arrests, 611 proceedings, and 356
convictions during the reporting period.
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Surveillance Devices Act 2004 Annual Report 2017-18 
 

• The Surveillance Devices Act 2004 (SD Act) provides a legislative regime for 
Commonwealth agencies to use surveillance devices and authorises state and territory law 
enforcement agencies to use surveillance devices under the Commonwealth regime in 
defined circumstances.  

• The SD Act annual report sets out information relating to agencies’ use of surveillance 
devices during the reporting period. 

• The utility of these powers is underlined by the fact that in 2017-18 the use of surveillance 
devices contributed to 173 arrests, 109 prosecutions and 37 convictions.  

 
If asked – Why have the reports been published so late? 
 

• These reports require the preparation of complex data in consultation with over 20 agencies 
in every jurisdiction in Australia. 

• The Department has provided a statement to the Parliament explaining the delay in 
preparing the reports for the Minister. 

o The Department provided the TIA Act annual report to the Minister on 1 July 2019 – 
after the statutory deadline for provision of the report to the Minister (31 December 
2018).  

o The Minister tabled the TIA Act annual report on 23 July 2019. This is 15 sitting 
days from the date the Department should have provided the TIA Act annual report 
to the Minister (31 December 2018). 

• The Department provided the SD Act annual report to the Minister on 1 July 2019. This 
Minister also tabled this report on 23 July 2019, within 15 sitting days of receiving the 
consolidated report from the Department. 

• The Department will work to provide future reports to the Minister within statutory 
timeframes. 

 
If asked – How many Journalist Information Warrants have been granted since the 
amendments to the TIA Act were passed in 2015 and what were they for? 
  

• Journalist Information Warrants were introduced under reforms to the TIA Act in 2015, in 
recognition of the public interest in protecting journalists’ sources, while ensuring agencies 
have the investigative tools necessary to protect the community. 

• The number of these warrants is contained in the TIA annual reports published since their 
introduction, which are publicly available on the Home Affairs website.  
[www.homeaffairs.gov.au/about-us/our-portfolios/national-security/lawful-access-
telecommunications/telecommunications-interception-and-surveillance#content-index-1 ]  
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If asked – Will future reports contain statistics on the use of the industry assistance regime 
under the Assistance and Access legislation? 

• Future TIA Act annual reports will provide information and statistics on the use of technical
assistance requests, technical assistance notices, and technical capability notices.

o Law enforcement and national security agencies were granted the power to use this
industry assistance framework with the commencement of the Telecommunications and
Other Legislation Amendment (Assistance and Access) Act 2018 on 9 December 2018.

BACKGROUND NOT FOR PUBLIC RELEASE 

There has been recent media interest in Journalist Information Warrants. None were issued in 
2016/17 and two were issued in 2017/18. 58 authorisations for telecommunications data were 
made under the two Journalist Information Warrants issued in 2017/18. 

With regard to the delay in publishing the report, further background is provided in the 
accompanying submission MS19-001525. 
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CLEARANCE

Drafted by Title Time/Date drafted 

 Public Affairs Officer, National 
Security and Crisis Media 

10:25am 3 July 2019 

Cleared by Title Time/Date cleared 

Andrew Warnes AS, National Security Policy 9:00pm 22 July 2019 

 Director, National Security and Crisis 
Media 

MO noted Sent to MO Noted by MO 
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